
SUPPLEMENT  ISSUE 

www.iioab.org   | Legha et al. 2016 | IIOABJ | Vol. 7 | Suppl 1 | 346-355 | 

  

346 

*Corresponding Author 

Email: 

mozaffarilegha.m@gmail.

com 

KEY WORDS 
Support Vector Machine 

Distance Relays 

Distributed Generation 

Novel Protection Scheme 

 

 

Received: 11 Aug  2016 

Accepted: 21 Sept 2016 

Published: 15 Nov 2016 

ARTICLE 
PREVENTING TRANSMISSION DISTANCE RELAYS MALOPERATION 

UNDER UNINTENDED DG TRIPPING USING SVM 

Mahdi Mozaffari Legha1*, Bijan Mojazi2, Mohammad Mohammadi3 
1Department of Power Engineering, Institute of Higher Education Javid, Jiroft, IRAN 

2Electricity Distribution Company, South of Kerman, Jiroft, IRAN 
3Electricity Distribution Company, South of Kerman, Jiroft, Iran 

 

ABSTRACT 

This paper presents a novel protection scheme based on support vector machine (SVM) approach. The proposed scheme detects bulk DG 

tripping following a fault in the power transmission system, and then makes sure there is no follow on distance relay maloperation. It is also 

able to detect a fault if it happens during the blocking period and hence unblock the relay operation correspondingly. Wide-area (WA) 

measurements obtained from phasor measurement units (PMUs) are used, in addition to local measurements, to improve the scheme 

selectivity. Simulation results are discussed and illustrated. 

 

INTRODUCTION 

In today’s modern power systems, DGs are growing rapidly based on economic and environmental incentives 

[1]. One critical consequence of the additional imposed load flow stress on the upstream network as a result 

of the unintended bulk DG tripping is the probable unforeseen interference with the conventional distance 

protection [15–17]. It is worth pointing out that the above mentioned concern does not extend to 

conventional generator tripping in the system for two main reasons. Firstly, according to the NERC standard, 

conventional generators are required to stay connected to the grid throughout almost all the disturbances 

to maintain the system’s synchronization by their turbine-generator inertia [18,19].They participate in load 

frequency control (LFC) and automatic governor control (AGC) actions performed by ISOs sending control 

signals and set points to the generators in real-time to set their outputs [20]. Secondly, the dynamic planning 

studies performed by ISOs according to the NERC standard [21] already check the dynamic behavior of the 

system to be reliable and safe for N-1 contingency cases including each conventional generator tripping. 

Before a conventional generator is connected and added to the grid, it will be verified that its unintended 

tripping will not lead to any system instability or cascade event and the required precautions and corrective 

actions would be planned [21]. The distance protection on transmission side is coordinated for these N-1 

contingency cases [22]. However, planning and protection studies for transmission network are based on 

the network models that do not contain DG protection models, and detailed protection information is not 

included in the bulk DG planning studies [23,24]. 

 

They are required to follow standards for connecting to the grid and have control and protection measures 

on their interconnections to be able to disconnect from the distribution grid in case of an inadvertent 

islanding [2–7]. Inadvertent islanding is called to the situation when DG continues energizing a portion of 

the system, e.g. the feeder that it is connected to, while being disconnected from the main grid [8]. The 

duration and probability of an inadvertent island occurrence must be minimized for several reasons such as 

mitigating power quality, maintaining protection settings, addressing auto reclosing issues, and most 

importantly ensuring the staff safety [8]. Several anti-islanding protection schemes which are mainly 

categorized into communication based and local measurement based methods have been proposed and 

developed based on this necessity [8,9]. Since deploying communication based methods, known as transfer 

trip, is not cost effective for widespread use, the local measurement based methods are commonly used for 

anti-islanding protection purposes at the distribution level [8].Generally, the local measurement based 

methods are divided into active and passive ones for which the set of protection schemes consist of under 

and over frequency and voltage relays [8,9]. 

 

According to what is mentioned thus far, it could be concluded that it is necessary to make sure the 

dependability and security of the protection on the transmission side is not affected by such unintended 

events to prevent damage extension from distribution to the bulk power system. Although the impacts of 

unintended DG tripping on transmission protection coordination has been brought up in the literature [15–

17], no protection scheme has been specifically proposed against undesirable tripping of distance relays 

under such circumstances. In this study, a novel SVM-based scheme is proposed to maintain the 

transmission protection security and dependability under unintended bulk DG tripping on the distribution 

side, which may occur as a result of maloperation of the deployed anti-islanding schemes. 
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SVM performance, when compared to the other conventional classifiers such as neural networks, fuzzy logic, 

etc., the performance of which might suffer from handling huge feature spaces, is not significantly affected 

by classified vectors dimension [25]. Neural-network approaches have been shown to be effective in many 

applications; however, their main disadvantage is the need for significant training burden (data and time) 

for a reliable performance of the approach especially when the operating conditions vary widely [25]. 

Furthermore, the great advantage of SVM, which makes it more powerful than other traditional methods 

based on risk minimization is that it deploys various ideas such as the Vapnik-Chervonenkis theory, 

statistical learning, maximum margin optimal hyperplane, kernel functions and so on [25]. 

 

SVM technique is deployed here to implement a protection scheme that enables the vulnerable distance 

relays (target relays), the backup settings (second or third zones) of which might get affected under 

unintended DG tripping events, to distinguish such events from faults and block/un-block the relay operation 

correspondingly. A recently proposed and implemented novel setting coordination check module [31,32] is 

used to identify the target relays in the test system. Selective WA measurements obtained by PMUs in 

addition to local measurements at the distance relay location are used to improve the proposed scheme 

accuracy. The scheme’s robustness against PMU data loss or unavailability as well as cost-wise use of WA 

measurement technology has been taken into consideration in the proposed method. The SVM is trained 

such that it distinguishes the faults from the DG tripping cases and acts as the supervisory control of the 

distance backup protection. In the case of unintended DG tripping interference with the distance relay 

setting coordination, the proposed scheme blocks the conventional trip signal resulting from the distance 

mho elements’ pickup and prevents any follow on the distance relay maloperation. Furthermore, unlike 

conventional blocking schemes, the proposed method is able not only to block the relay operation due to 

DG tripping interference, but also to detect a fault during the blocking period and unblock the relay 

correspondingly. The proposed scheme is easily and quickly trainable for various possible scenarios of 

system operation in practice and gives significant selectivity. Furthermore, it could be considered as another 

complementary application of SVM along with previously proposed ones to obtain a comprehensive 

supervisory control protection scheme and improve the protection security and dependability. 

 

PROBLEM DESCRIPTION 

 
The critical need to prevent islanding occurrence, especially in order to guarantee the personnel’s safety, 

along with some probable hard-to-detect cases of islanding [17] drives the anti-islanding protection control 

and measures to be sensitive enough to detect the islanding cases. On the other hand, these sensitive 

protection measures could affect the DG output unnecessarily under certain circumstances and aggravate 

the power system dynamic behavior during or after disturbances. Under frequency and voltage sensitivities 

are two important indicators of such conditions. The former corresponds to a generation-load mismatch 

situation which may trigger bulk DG tripping, which deteriorates the situation further. Such cases of 

unintended DG tripping could be mitigated by taking proper immediate load shedding actions, which is not 

the focus of this study. 

 
The anti-islanding protection schemes are responsible for detaching the DGs from the grid in case of an 

inadvertent islanding. The basic idea is sensing the voltage and frequency deviations and checking them 

against the threshold values to come up with the control action. The voltage sag caused by severe 

disturbances such as 3-phase faults at the transmission side could propagate to the distribution level and 

interfere with DG’s under-voltage protection measures, which may lead to unintended DG tripping. This might 

not raise any significant issue if the existing DG in the system is of small scale and the system is well-

designed to handle that. However, in case of high penetration of DG in the distribution network, connected 

to upstream through a point of common coupling (PCC), the large scale tripping of the DG units puts an extra 

power flow burden on the transmission lines. As a result, protection coordination of distance relays’ backup 

protection zones on transmission side might get affected. The sudden power flow increase to compensate 

the lack of DG in the system which is already under stress from previous disturbance could initiate distance 

relay miss-operation and lead to cascade events. Other disturbances such as major switching actions (lines 

or generators tripping) could also lead to significant voltage deviations which might be potential cause of DG 

tripping. 
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Fig. 1: Possible scenario of unintended bulk DG tripping as a consequence of under voltage trip sensitivity. 

……………………………………………………………………………………………………………….. 

 

[Fig. 1] helps to illustrate the problem under consideration. Ant islanding protection scheme makes sure that 

the DG connected to a feeder (Feeder 1-Feeder 4) would trip if the feeder’s source-side circuit breaker (CB1-

CB4) opens, usually as a result of a fault on the feeder. A short-circuit happens on the line 9-6 and it is 

tripped to clear the fault. The voltage drop and deviations as a result of fault occurrence and clearing event 

propagates to the distribution side. Assuming the DGs are tripped mistakenly by their anti-islanding 

protection systems, a sudden power flow increase is imposed on the lines 5-4 and 4–6 to compensate for 

the lack of DGs while the system is still under the stress of the previous disturbance. This might cause an 

interference with setting coordination of distance relays on these lines (marked by red arrows) as a result of 

unexpected dynamic change of the impedance trajectory and trigger their missoperation, isolation of buses 

4 and 6, and lead to the total system collapse consequently. It should be noted that, this is just a simple 

graphical example to help picturing the problem tentatively; of course, various parameters including the 

dynamic behavior of the system, impedances of the lines, the settings of the distance relays, the capacity 

and instant of the tripped DG, loadability of the lines, etc. are important in determining whether it would 

cause the distance relays missoperation or not. A real demonstration of this scenario on New-England 39-

bus system will be presented in Section 5. 

 

The problem described above highlights the necessity to manage the protection on transmission side to be 

able to come into the action and act quickly in case of an unintended operation by antiislanding schemes 

on the distribution side to save the upstream network. It should be able to distinguish such cases from faults 

and block/unblock tripping signals of vulnerable relays’ backup protective zones accordingly. 

 

SUPPORTVECTORMACHINE (SVM) TECHNIQUE 
Brief overview 

SVM is a relatively new and promising machine learning technique to be deployed as a pattern recognition 

and classification tool. It is based on the statistical learning theory for ‘distributionfree learning from data’ 

proposed by Vapnik [33]. In this method, first, the input data is mapped into feature space which is a 

highdimensional dot product space and then it is classified through a hyper-plane. Using optimization theory, 

the maximum separation is obtained by the optimal hyper-plane. 

 

Suppose xi ∈  Rn and i ∈  {1, ..., l} is the input data including l data points which could be classified into two 

classes, class I and class II, with the labels of yi = 1, and yi = -1. The goal of SVM linear separation is to 

identify the optimal hyper-plane which creates the maximum separation between the data points in regards 
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to their classes. For the above mentioned classes, such a separating hyperplane could be achieved by 

finding out proper values for w, vector of weights, and b, biased scalar, in the following equation: 

f (x) =  wTx +  b =  0                                                                                  (1) 
For a separating hyper-plane: 

 

{
𝑓(𝑥𝑖) ≥ 1    𝑖𝑓   𝑦𝑖 = +1

𝑓(𝑥𝑖) ≤ −1    𝑖𝑓   𝑦𝑖 = −1
                                                                             (2) 

Therefore yif (xi) = yi wTxi + b ≥ 1 for i = 1, ..., l. From the geometry, it is found that: m = 2‖w‖-1 in which m 

represents the separation margin. So, maximizing m which means better generalization capability of SVM 

requires to minimize w. Hence, finding the optimal hyper-plane could be formulated as the following convex 

optimization problem: 

 

min 
1

2
w𝑇w 

 s. t.        𝑦𝑖(w𝑇𝑥𝑖  +  b) ≥  1 ∀i                                                                     (3) 

There exist no hyper-plane if it is not possible to separate data linearly; i.e., the constraints in (2) cannot be 

satisfied all together. In such cases, a penalty factor C and slack variables i are deployed to introduce a soft 

margin. The optimization problem then changes to: 

min
1

2
w𝑇w + 𝐶 ∑ 𝜉𝑖

𝑙

𝑖=1

 

𝑠. 𝑡.        𝑦𝑖(𝑤𝑇𝑥𝑖  +  𝑏) ≥  1 − 𝜉𝑖        𝑓𝑜𝑟      𝑖 = 1, … , 𝑙                          (4) 

𝜉𝑖 ≥ 0     𝑓𝑜𝑟   𝑖 = 1, … , 𝑙      

In (2),ξi are non-negative variables which bring training errors into the scene. The penalty factor C, also called 

regularization factor, is always positive. In case it is small, the separating hyper-plane is more focused on 

maximizing the margin (m) while the number of misclassified points is minimized for larger C values. Support 

vectors which include the points closest to the optimal hyper-plane maintaining maximum margin, satisfying 

(2) with equality sign, are required to obtain the separating hyper-plane. 

The classification problems in practice are usually not linear. To implement SVMs for such cases, so called 

kernel functions are deployed for mapping training data by the use of nonlinear transform function (X)  Φ : 

 

Φ(xi) =  (Φ1(xi), . . . , Φm(xi)), where m >  𝑛                                       (5) 

 

The equation which could define a kernel function is: K(xi, xj) = (xi)T(xj). Having done such a mapping, the 

goal is to be able to implement the linear classification of the original input data x in the higher-dimensional 

space by the use of linear SVM formulations. 

Although SVMs are designed to be deployed for the binary classifications, they could be used for multiclass 

classification purposes too. Generally, there are three approaches to implement a multiclass SVM: one-

against-one (OAO), one-against-all (OAA), and one-step methods. The first two approaches are based on 

combining several binary SVMs; however, in the one-step method the SVM is designed in a way to include 

all the classes at once during the learning algorithm and solve only one optimization problem [33–35]. The 

performance comparison between these three methods has shown that the one-step approach gives better 

accuracy in addition to be faster than the others [27]. Hence, this method is chosen here. 

In one-step method, the idea is to create p two-class rules which are separated by p decision functions. For 

example, the vectors of class k are separated from the other vectors by the kth function Wk
TΦ(x) + b. 

However, all the decision functions are obtained by solving one problem as follows: 

𝑚𝑖𝑛
1

2
∑ 𝑊𝑘

𝑇𝑊𝑘

𝑝

𝑖=1

+ 𝐶 ∑ ∑ 𝜉𝑖
𝑘𝑊𝑦𝑖

𝑇𝛷(𝑥𝑖)

𝑘≠𝑦𝑖

𝑙

𝑖=1

 

+𝑏𝑦𝑖
≥ 𝑊𝑘

𝑇𝛷(𝑥𝑖) + 𝑏𝑚 + 2 − 𝜉𝑖
𝑘                                                                 (6) 

𝑠. 𝑡.  𝜉𝑖
𝑘 ≥ 0   𝑓𝑜𝑟   𝑖 = 1, … , 𝑙&𝑘𝜖{1, … , 𝑝}\𝑦𝑖 

 

And the decision function is: 

𝑎𝑟𝑔𝑚𝑎𝑥𝑘=1, … , 𝑝 (𝑊𝑘
𝑇𝛷(𝑥) + 𝑏𝑚) 

Kernel function selection 
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Various kernel functions have been proposed by researchers such as linear, polynomial, radial basis function 

(RBF), and sigmoid kernel functions. In this study, RBF kernel F(xi, xj) = exp(-ϒ‖𝑥𝑖  −  𝑥𝑗‖2)for ϒ> 0 is 

considered as a reasonable first choice because of several reasons. Deploying RBF kernel provides non-

linear mapping of input data sets and is able to deal with the non-linear correlation of the class labels and 

features so it overweighs the linear kernel [35]. Besides, a linear kernel is considered as a subset of RBF 

because for a definite penalty factor, C, it could be represented as the RBF kernel having specific parameters 

(C, ϒ ) [36]. Sigmoid kernel also performs like RBF for certain parameters [37]. Moreover, there are some 

parameters for which the sigmoid kernel is not the dot product of two vectors so it is not valid [33]. 

Polynomial kernel has more unknown parameters to be determined compared to RBF kernel and this makes 

the model selection for polynomial kernel more complex. Furthermore, polynomial kernel values might be 

not properly bounded. Last but not least, numerical difficulties for the RBF kernel are fewer than the others 

[35]. 

 

 
PROPOSED SCHEME 
Identifying the vulnerable relays 

To implement the proposed protection scheme, first, the relays which settings coordination might get 

affected due to unintended DG tripping should be identified according to the network topology. In [31,32], 

an automatic distance setting coordination check module is proposed and implemented, and its 

performance is verified by comparison with a commercial package (CAPE) [22]. The module has been run 

on the real-sized networks as well as New-England 39-bus system. The module is able to identify the affected 

relay settings coordination issues following a network topology change such as generation trip, line 

switching, etc. In such studies, usually the relay settings are calculated based on the line ohms only. In 

practice as well as in the developed module, the short-circuit calculations and apparent impedances are 

deployed in calculating the backup protective zones (zones 2 and 3) settings of the relay. The network 

operating conditions such as power flow are also considered in the setting coordination check process. 

The relays are assumed being set in forward direction and the backup zones settings are time-delayed, i.e. 

20 and 60 cycles for zones 2 and 3 operation respectively [22]. With the use of the proposed setting 

coordination check module in [31,32], a list of relays vulnerable to unintended DG tripping based on the 

network topology and DG placement is determined. The relays with a change beyond 5% in their zone 2 or 

3 settings are identified as critical relays and sorted correspondingly [31,32]. Then, the proposed protection 

scheme could be implemented to those critical relays. 

 

SVM-based scheme 

In this paper a SVM based protection scheme which enables the distance relay to distinguish between a 

fault and a DG tripping scenario when interfering with the protection coordination of distance backup 

protective zones is proposed. The detection is based on the DG tripping impact on the system dynamic 

behavior. As shown in [Fig. 2], two multiclass SVMs are deployed, one is trained based on local data only 

(SVM-1) and the other one is provided with WA data as well (SVM-2). Based on whether the PMU data is 

being received at the relay location or not, the method could switch between the employed SVMs outputs 

through the multiplexer shown in[Fig. 2]. This is for maintaining the scheme’s robustness under probable 

PMU data unavailability or loss; however, the accuracy may decrease to some extent when using local data 

only as will be discussed in Section 5. SVM-1 and SVM-2 are trained to classify fault, DG tripping, and other 

cases as “1”, “0”, and “-1” respectively. The outputs of these SVMs are filtered by a comparator as class 

label -1 is not of interest. The logical AND of the backup protective zones pickup signal and the output of the 

comparator, as shown in [Fig. 2], determines the trip/block signal value, i.e. 1 or 0. 

 

A proper modeling of the DG units is important to get a fair observation of their impact on the dynamic 

behavior of the network following a disturbance. In this study, the focus is on PVs in the distribution level 

(residential PVs) which are modeled as constant current loads corresponding to the negative power 

injections, which is used in other studies of this type [16,19,38]. The equivalent of DG units aggregated 

based on their generation type from the transmission perspective could be represented as shown in Fig. 3 

[16,19]. For studies of this type, the downstream distribution network, regardless of its connections, is 

modeled as the aggregated load and distributed generation imposed on the upstream network from the 

transmission point of view [16,19]. This accepted type of modeling is especially appropriate when the 

distribution grid is connected to a well interconnected and stable upstream network, as is the case in this 

study. The cluster of PVs is modeled as an equivalent power output equal to the sum of individual outputs 

of each one of the units [16,19]. It is worth to note that DGs are usually operated in constant power/power 

factor control mode [17]. From the transmission point of view, different types of DG would not be 

experienced significantly different from each other. Under specific cases of DG operation, if the majority of 

the DGs are facilitated with voltage regulation or speed controls based on their type, they should be modeled 

correspondingly [16]. We have focused on PVs because of their modeling simplicity. They are considered as 
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the most promising type of DGs growing fast in the distribution level because of their economic and 

environmental incentives [19]. 

 

 
Fig. 2: Block diagram of the proposed scheme. 

……………………………………………………………………………………………………………….. 

 

 

 

 

 

 

 

 

 

 

 

Fig. 3: DG plants equivalent from the transmission side. 

……………………………………………………………………………………………………………….. 

 

Depending on the application of the PMU, the role of communication requirements and latencies could get 

highlighted. The delay related to PMU deployment is caused from three main processes: phasor creation, 

transmission of data through the available communication link, and merging of data streams in phasor data 

concentrators (PDCs) [39]. The PMUs use fast mathematical algorithms, such as discrete furrier transform 

(DFT) and calculate the voltage and current phasors from RMS measurements obtained by voltage and 

current instrument transformers [39]. Then the phasor measurements are transmitted according to IEEE 

C37.118 [40] data format to PDCs via available communication link and the delay depends on the link’s 

data transfer capability, the size of the PMU data output, as well as physical distance between PMU and 

PDC. The PDC delay, at the target substation in this study, corresponds to implementing time tag on the data 

and preparing a system-wide measurement [41]. There are various communication options available for 

wide area measurement system (WAMS) including telephone lines, fiber-optic cables, satellites, power lines, 

and microwave links [39]. Studies show that the average combined delay caused by the above mentioned 

reasons over even long transmitting distances (in the order of 1000 miles) when using a communication 
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media with a band-width of 56 Kbps (data rate in telephone lines) is around 5–7 cycles of a 60 Hz system 

[41]. Therefore, deploying wide area measurements in the proposed method is a proper fit with regards to 

the method’s application for the purpose of improving distance relay back-up protection which, as mentioned 

before, operates with a time delay (20 and 60 cycles for zones 2 and 3 respectively). Deploying advanced 

communication media such as fiber-optic cable by utilities provides a data transfer speed up to 2Mbps and 

significantly reduces the delay by removing the delay corresponding to the PMU data size [39]. 

 

Local measurements and calculations based on them at the relay point are the required elements of almost 

all of the protection schemes. Features selected from the local measurements as inputs for the SVM-1 and 

SVM-2 are: Vbus,|Iline|,Pline, and Qline representing the bus voltage phasor, line current phasor magnitude, 

line active and reactive power flow respectively. Thanks to the PMU technology, WA measurements from 

various points of the system could be provided in today’s power system operation. When employing WA 

measurements technology, implementation cost must be considered for the method to be economically 

justifiable. In other words, the more PMUs are deployed; the significantly higher implementation cost would 

be experienced although a better system behavior observation may be obtained. It is assumed that phasor 

measurements from PCC and target relay bus in regards to the reference bus are available and by PCC, as 

shown in [Fig. 1], only the distribution to upstream connection bus is meant rather than all of the DG units’ 

interconnections individually. Therefore, implementing the proposed method would be economically 

practical. Net active (PDG) and reactive (QDG) power injections from the PCC into the transmission grid 

calculated from the PCC’s PMU measurements are two good features to be utilized to improve the SVM-2 

pattern recognition and classification accuracy. The other proper feature is the voltage phasor at the PCC 

on the grid side (VDG). Deploying these measurements and calculations is specifically beneficial to improve 

the SVM’s performance accuracy when classifying under more complicated scenarios such as detecting a 

second fault when the system is already under the stress of a post fault and subsequent DG tripping events. 

As it will be shown in Section 5, the proposed scheme is able to detect such cases and unblock the trip 

signal so the protection security and dependability is well maintained. 

 

The SVMs training scenarios includes different DG tripped capacities following 3-phase faults on the 

transmission side at various points in the vicinity of the DG placement in order to have realistic scenarios of 

the severe disturbance impact propagation from transmission to distribution level. The possible DG tripping 

instant following the disturbance varies in a range assumed according to the standards for anti-islanding 

protection schemes. Having prepared the training data set the SVMs go through the learning process and 

their performances are verified on the testing data set as will be discussed in the following Section. 

 

Employing SVM technique to approach the problem under consideration from the distribution side, when 

using local data only, may not be a proper fit. To maintain its operation accuracy under the probable 

upstream disturbances might be challenging. After all, the primary issue was raised when deviations 

propagating from transmission to the distribution side are close to and almost not differentiable from those 

caused by islanding situation which is a probable thread to any anti-islanding protection scheme. Under such 

circumstances, the accuracy of SVM may be affected if only relying on local measurements because training 

the SVM to differentiate between such cases actually means training it for instances with similar features 

yet different labels which lowers the classification accuracy. The unintended DG tripping risk still remains 

unless remote measurements are provided for each DG unit’s interconnection relay which is the same as 

the costly method of transfer trip. 

 
Table 1:Vulnerable relays to DG tripping 

 
Critical relay Rank 

𝑹𝟐𝟓−𝟐𝟔 1 

𝑹𝟐𝟗−𝟐𝟔 2 

𝑹𝟏𝟔−𝟏𝟕 3 

 

 

CASE STUDY 
 
The simulations have been conducted on the test system, [Fig. 1]. Having conducted a sensitivity analysis 

on the test system using the setting coordination check module from [31,32], the buses for clustered DG 

location with higher impact on the network distance relay settings and their corresponding list of critical 

relays (target relays) are identified. It was concluded that clustered PVs on bus 27, as shown in [Fig. 1], is 

one of the locations with highest impact on distance relay settings for unintended PV tripping cases and the 

corresponding list of critical relays to this location is brought in Table 1. 

Maximum PV penetration in the system is assumed to be a considerable amount of 250 MW all of which 

has been tripped to sort the vulnerable relays in the system as the worst case scenario. The penetration 

level could be defined in various ways based on the system’s total generation, system’s peak load, or amount 
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of energy served [19]. For example, considering the system’s total generation, the penetration level is 

obtained from the following equation: 

𝐷𝐺 𝑃𝑒𝑛𝑒𝑡𝑟𝑎𝑡𝑖𝑜𝑛(%) =
𝑇𝑜𝑡𝑎𝑙 𝐷𝐺 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑖𝑜𝑛 (𝑀𝑊)

𝑇𝑜𝑡𝑎𝑙 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑖𝑜𝑛 (𝑀𝑊)
                        (7) 

 

The SVM training data set consists of different cases (84 cases in total) including: 3 DG tripped capacities 

(100 MW, 250 MW, and 500 MW), faults on transmission system at different distances in the vicinity of the 

DG placement, which also includes some points along the lines in the third zone of the target relay, and 

multiple DG tripping instants following the disturbance. According to the IEEE standard, the anti-islanding 

schemes should be able to detect all possible islanding conditions and trip DGs within 0.16 to 2 s depending 

on the level of voltage and frequency variations [8]. The reporting rate of the PMUs is considered 60 phasor 

per second in a 60 Hz system according to the standard [40]. It should be noted that this is different from 

the PMU sampling rate on the input signal. The sampling rate might be up to 512 samples per cycle [40]; 

however, one phasor per cycle is computed and reported by the PMU. Each instance of training includes 2 

cycles of data. As mentioned before, the local measurements include Vbus,|Iline|,Pline, and Qline at the 

target relay location. Deploying the PMU technology, VDG, PDG, and QDG at the DG PCC are also available. 

Note that the voltage phasors measurements include both magnitude and angle. Therefore, considering 1 

phasor per cycle reporting rate and length of each instance (2 cycles), the input vector for each instance of 

training consists of 10 (5 × 2) features from local measurements and 8 (4 × 2) from those of WA. Hence, 

the input vectors for SVM-1 and SVM-2 consist of 10 and 18 features respectively. Considering all the 

simulated training cases, i.e. 84 cases of one-and-half seconds system operation time, the training set 

consists of 3780 instances. The same procedure is taken to create the testing data set. The conditions 

including DG tripped capacity, fault location and instant of DG tripping, are chosen intentionally different 

from the training set to assess the performance of the SVMs for unseen scenarios. In total, there are 1692 

instances in the testing data set. Different types of DGs and their modeling might cause a change in the 

measurement values of the selected features and the SVMs should be trained based on the updated values 

correspondingly. 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig. 4: Interactive grid search using cross-validation for selecting SVMs parameter values; (a)-(b) loos and fine 

searches on training data-set for SVM-1; (c)-(d) loos and fine search on training data-set for SVM-2. 

……………………………………………………………………………………………………………….. 
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Table 2 : SVMs specifications 

SVM-2 SVM-1 SVM No. 

1024 8192 C 

0.5 4 ϒ 

98096 2112058 No. Iterations 

753 772 No. of SVs 

97.6 93.8 Testing Accuracy (%) 

8.76 39.67 Training Time (s) 

0.19 0.147 Testing Time (s) 

 

CONCLUSION 

The main contributions of this paper are as follows: 

• A SVM-based protection scheme which prevents maloperation of distance relays in unintended DG tripping 

scenarios is proposed. 

• WA measurements have been used in addition to local measurements to increase the SVM’s classification 

accuracy and that of the protection scheme consequently. The proposed scheme is robust against PMU data 

loss or unavailability. 

• Unlike conventional blocking schemes, the proposed protection scheme not only blocks the relay following 

the interference of aDG tripping scenario with distance coordination but also detects a fault if it happens 

during the blocking period and unblocks the relay to operate properly. 

• Since the proposed scheme is easily and quickly trainable, it is applicable to various possible practical 

system operation scenarios and gives significant selectivity. 

In summary, deploying the WA measurements infrastructure not only improves the scheme accuracy but 

also makes it independent of the aggregated DG location in the system. The proposed scheme could be 

implemented in combination with other protection schemes such as power swing blocking to help 

maintaining power system protection dependability and security. 
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